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A Magyar Tancmivészeti Egyetemért Alapitvany (székhely: 1145 Budapest, Columbus utca
87-89.; Nyilvantartasi szam: 01-01-0013146; a tovabbiakban: Alapitvany), mint adatkezel6 az
Eurdpai Parlament és a Tandcs a természetes személyeknek a személyes adatok kezelése
tekintetében torténd védelmérol és az ilyen adatok szabad aramlasardl, valamint a 95/46/EK
iranyelv hatalyon kiviil helyezésérél szolé (EU) 2016/679 rendelete (altalanos adatvédelmi
rendelet, a tovabbiakban: GDPR vagy altalanos adatvédelmi rendelet), az informacios
onrendelkezési jogrol és az informacidszabadsagrol szolo 2011. évi CXII. toérvény (a
tovabbiakban: Infotv.) alapjan — figyelemmel a nemzeti felsdoktatasrol szol6 2011. évi CCIV
torvény rendelkezéseire is — az adatkezelés rendjére az alabbi Adatvédelmi és Adatbiztonsagi
Szabalyzatot (a tovabbiakban: Szabalyzat) alkotja:

L

I. Altalinos rendelkezések
A jelen Szabalyzat célja, hogy a szervezeti folyamatok, technikai intézkedések ¢és
felelosségi szabalyok meghatarozasa révén az Alapitvany miikodésében a személyes adatok
kezelésére vonatkozo jogszabalyok, igy kiilondsen az altalanos adatvédelmi rendelet,
valamint az Infotv. rendelkezései érvényre jussanak.
Az Alapitvany a személyes adatok kezelése soran e Szabalyzatban foglaltak szerint jar el.
Az Alapitvany gondoskodik arr6l, hogy munkavallaloi, és azok a személyek, akik az
Alapitvany nevében eljarnak, a jelen Szabélyzatot megismerjék.
Ezt a Szabalyzatot alkalmazni kell a személyes adatok elektronizalt (az altalanos
adatvédelmi rendelet szerint automatizalt, azaz elektronikus eszkoz Gtjan megvaldsulo) és
manualis (papir alap) kezelésére is. Nem kell alkalmazni e Szabalyzatot azokra az
adatkezelési miiveletekre, amelyek nem személyes adatokra vonatkoznak.

4. Az Alapitvéany biztositja, hogy adatkezelési miiveletei soran

a) minden adatkezelésnek meghatarozott, egyértelm, valos, jogszer(i célja van, és ezen
célnak az adatkezelés a teljes tartama alatt megfelel;

b) minden adatkezelést jogszerlien és tisztességesen, az érintett szamara atlathaté modon
végez;

c) akezelt személyes adatok korérdl tudatos dontés sziiletik, igy az Alapitvany csak azokat
az adatokat kezeli (tarolja, tovabbitja stb.), amelyek az adatkezelési cél eléréséhez
elengedhetetlentil sziikségesek és alkalmasak;

d) a személyes adat kezelése a cél eléréséhez sziikséges ideig tart;

e) az érintett megfeleld, érthetd és konnyen elérhetd tajékoztatast kap az adatai kezelésérol;

f) az érintett érvényesiteni tudja az 6t megilletd jogokat;

g) a személyes adatok pontosak, és sziikség esetén naprakészek;

h) a személyes adatok védelmére megfeleld technikai és szervezési intézkedéseket vezet
be a jogosulatlan vagy jogellenes adatkezelés, a véletlen elvesztés €s megsemmisiilés
megakadalyozasa érdekében, és

i) a személyes adatokat (is) tartalmazo adathordozokkal kapcsolatosan végrehajtott
minden tevékenységet dokumentdl annak érdekében, hogy a személyes adatok tutja és
azok fellelhetdségének helye pontosan megallapithat6 legyen.

5. Amennyiben egy adatrol nem eldonthetd annak személyes adat jellege, illetve kiilonleges

személyes adat jellege, Ggy azt az azzal kapcsolatos belsé dontésig ugy kell tekinteni,
mintha ezen minésége/jellege fennallna. Az adat személyes adatként vagy kiilonleges
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személyes adatként valé mindsitésérdl az Alapitvany kuratoriumi elndke (tovabbiakban:
kuratoriumi elnok) dont.

A személyes adatok kezelésében kozremiikodé munkavallalok kotelesek a személyes
adatok védelmére vonatkozo jogszabalyok és a jelen Szabalyzat rendelkezéseit megismerni
¢s maradéktalanul betartani. Az adatvédelmi szabalyok megsértéi — a vonatkozd
jogszabalyok rendelkezéseinek megfeleléen — munkajogi, szabalysértési, polgari jogi €s
biintetdjogi felelosséggel tartoznak.

II. Fogalmak

A jelen Szabalyzatban irt fogalmakra az éltalanos adatvédelmi rendelet iranyado, és azzal
osszhangban az alabbi fogalmakat a kovetkezd meghatarozas szerint kell alkalmazni:

a)

b)

)

g)
h)

személyes adat: a ténylegesen azonositott vagy azonosithatdé természetes személyre
vonatkozo6 barmely informacio. Azonosithato az a természetes személy, aki kozvetlen vagy
kodzvetett modon, kiilondsen valamely azonositd, példaul név, szam, helymeghatarozé adat,
online azonositd vagy a természetes személy testi, fiziologiai, genetikai, szellemi,
gazdasagi, kulturalis vagy szocialis azonossagara vonatkozo egy vagy tobb tényezé alapjan
azonosithato.

Személyes adatnak mindésiil pl. a természetes személy neve, telefonszama, lakcime,
bankszamlaszama, sziiletési helye és ideje, az e-mail cime, a rdla készilt fénykép, a
beszédérol készitett hangfelvétel, az IP-cim stb. A jogi személyek, szervezetek €s egyéb
cégek adatai nem személyes adatok.

kiilonleges személyes adat: a személyes adatok kiilonleges kategoridit képezik a faji vagy
etnikai szarmazasra, politikai véleményre, vallasi vagy vilagnézeti meggy6zodésre vagy
szakszervezeti tagsagra utalé személyes adatok, valamint a természetes személyek egyedi
azonositasat célzo genetikai és biometrikus adatok, az egészségiigyi adatok, valamint a
természetes személyek szexualis életére vagy szexualis iranyultsagara vonatkozo személyes
adatok.

érintett: az a természetes személy, aki a személyes adat alapjan ténylegesen azonositott
vagy azonosithato.

adatkezelés: a személyes adatokon végzett barmely miivelet, kiilondsen a gyjtés, rogzités,
tarolas, atalakitas, megvaltoztatas, lekérdezés, betekintés, tovabbitas, kozlés, terjesztés,
Osszekapcsolas, torlés stb. (adatkezelési miveletek).

adatkezelo: aki a személyes adatok kezelésének céljat onalldan (vagy kozos adatkezelés
esetén massal egylitt) meghatarozza, valamint az adatkezelésre vonatkoz6 dontéseit
meghozza és végrehajtja (vagy az adatfeldolgozdval végrehajtatja).

adatfeldolgozo: aki az adatkezel6 megbizasabol vagy rendelkezése alapjan kezel
személyes adatot.

adatfeldolgozas: az adatfeldolgozo altal végzett adatkezelési miiveletek 0sszessége.
adatvédelmi incidens: az adatbiztonsag olyan sériilése, amely a személyes adatok véletlen
vagy jogellenes megsemmisitését, elvesztését, megvaltoztatasat, jogosulatlan kozlését vagy
az azokhoz valo jogosulatlan hozzaférést eredményezi.

Incidensnek kell tekinteni minden olyan eseményt, amely illetéktelen (annak
megismerésére jogosultsaggal nem rendelkezd) személy részére lehetdvé teszi a személyes
adatok megismerését, példaul a személyes adatokat tartalmaz6 e-mail szandékolt
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k)

p)

q)

cimzettjétol eltérd személynek valdo megkiildése, a személyes adatot tartalmazé informacios
és kommunikacios technoldgiai eszkoz elvesztése, vagy az informatikai rendszer feltorése.
harmadik fél: természetes személy, jogi személy vagy jogi személyiséggel nem rendelkezd
szervezet, aki nem azonos az ¢rintett-tel, az adatkezeldvel, az adatfeldolgozoval vagy
azokkal a személyekkel, akik az adatkezeld vagy adatfeldolgozo kozvetlen iranyitasa alatt
a személyes adatokkal miveleteket végeznek.

cimzett: természetes személy, jogi személy vagy jogi személyiséggel nem rendelkezd
szervezet, aki (vagy amely) részére az adatkezeld, illetve az adatfeldolgoz6 adatot
hozzaférhetdvé tesz.

adattorlés: az adat végleges ¢s helyredllithatatlan felismerhetetlenné tétele.

alnevesités: olyan adatkezelés, amelynek kovetkeztében tovabbi informacié felhasznalasa
nélkiil nem allapithaté meg, hogy a személyes adat mely €rintettre vonatkozik, feltéve, hogy
az ilyen tovabbi informaciot kiilon taroljak, valamint technikai ¢és szervezési
intézkedésekkel biztositott, hogy azt azonositott vagy azonosithatdo természetes
személyekhez ne lehessen kapcsolni.

profilalkotas: személyes adatok automatizalt kezelésének barmely olyan formaja,
amelynek soran a személyes adatokat valamely természetes személyhez fliz6d6 bizonyos
személyes jellemzok értékelésére, kiilonosen a munkahelyi teljesitményhez, gazdasagi
helyzethez, egészségi allapothoz, személyes preferencidkhoz, érdeklddéshez,
megbizhatosaghoz, viselkedéshez, tartozkoddsi helyhez vagy mozgashoz kapcsolddo
jellemzok elemzésére vagy elorejelzésére hasznaljak.

adatvédelmi nyilvantartas: az adatkezel6i és az adatfeldolgozoéi tevékenységekrol az
altalanos adatvédelmi rendelet 30. cikke szerinti tartalommal és formaban vezetett
nyilvantartasok.

incidens-nyilvantartas: az adatvédelmi incidensekrdl az altalanos adatvédelmi rendelet
33. cikk (5) bekezdése szerint vezetett nyilvantartas.

NAIH: Nemzeti Adatvédelmi és Informacioszabadsag Hatdsag.

II1. Az adatkezelésért felelos vezeto

Az Alapitvanyt, mint adatkezel6t, illetve adatfeldolgozot terheld kotelezettségek

teljesitéséért a kuratoriumi elnoke (a tovabbiakban: adatkezelésért felelds vezetd)

gondoskodik az Alapitvany szervezeti egységeinek hataskorébe tartozo tevékenységek

megvaldsitasa soran.

Az adatkezelésért felelos vezetd feladata kiilonosen:

a) a kuratoriumi elndok dontéséhez az adatkezelés sziikségességére, céljara ¢€s
id6tartamara vonatkozo6 javaslat elokészitése,

b) az adatvédelmi kockazatelemzés, illetve hatasvizsgalat elkészitése,

¢) az adatkezelés rendszeres feliilvizsgalata,

d) az adatkezelés jogszeriiségét alatamaszto kortilmények dokumentalasa (igy kiilondsen
hozzajarulas, érdekmérlegelés),

e) ha az adatkezelésbe harmadik fél bevonasa valik sziikségessé, ugy ennek jelzése a
kuratoriumi elnoknek, tovabba a sziikséges adatfeldolgozoi szerzédés vagy kozos
adatkezel6i szerzodés eldkészitése,



o

f) érintettek tajékoztatasanak eldkészitése,
g) incidens bekovetkezése esetén az incidens értékelése és az annak nyoman sziikséges
intézkedések meghatarozasa.

IV. Az adatvédelmi tisztviselo

Az Alapitvany az altalanos adatvédelmi rendelet 37-39. cikke szerint kijelolt fliggetlen

adatvédelmi tisztvisel6t alkalmaz, aki adatvédelmi feladatai ellatasaval kapcsolatban nem

utasithato és ebben a mindségében kozvetleniil a kuratoriumi elndk feliigyelete ala tartozik,
és a kuratoriumi elnoknek tartozik beszamolasi kotelezettséggel.

Az adatvédelmi tisztvisel6 segiti a kuratorium elnokét, az adatkezelésért felelds vezetot és

az Alapitvany munkavéllaléit az adatvédelmi kérdésekben, igy kiilonosen:

a) naprakész tajékoztatast és szakmai tanacsot ad az altalanos adatvédelmi rendelet,
valamint az egyéb unios vagy nemzeti adatvédelmi rendelkezések szerinti
kotelezettségekkel — kapcsolatban  az  adatkezelési  miveleteket — végrehajto
munkatarsaknak;

b) figyelemmel kiséri és ellenorzi az altalanos adatvédelmi rendeletnek, az egyéb unios
vagy tagallami adatvédelmi rendelkezéseknek, valamint az Alapitvanyszemélyes
adatok védelmével kapcsolatos belsd szabalyainak val6 megfelelést, ideértve a
feladatkorok kijelolését;

c) részt vesz ¢és koordinalja az adatkezelési miiveletekben érintett munkavallalok
tudatossag-novelését és képzését;

d) részt vesz és figyelemmel kiséri az informéciobiztonsagi, adatbiztonsagi ellenérzéseket
¢s a kapcsolodo auditokat;

e) elbsegiti az érintettet megilletd jogok gyakorlasat, részt vesz az érintett panaszainak
kivizsgalasaban, és kezdeményezi a panasz orvoslasahoz sziikséges intézkedések
megtételét az Alapitvanynal;

f) egytittmtikodik a NAIH-al, és felé kapcsolattartd pontként szolgal;

g) figyelemmel kiséri és szakmai tanaccsal segiti a kockazatelemzés, illetve adatvédelmi
hatasvizsgalat, ¢és az adatvédelmi incidens bekovetkezése esetén eldirt eljaras
lefolytatasat, ellenérzi az ezekhez kapcsolodo kotelezettségek teljesitését, valamint
részt vesz ezen eljarasok és az alkalmazott mddszerek tovabb fejlesztésében;

h) kapcsolatot tart a kiilsé hatésagokkal, szervezetekkel adatvédelmet érint6 kérdésekben,
megadja résziikre a sziikséges felvilagositast, kiilso vizsgalatok esetén egyiittmiikddik
a vizsgalatot lefolytaté hatosagokkal;

1) ¢évente beszamol a kuratoriumi elnoknek a tevékenységérdl, a Tarsasag személyes
adatokat érint6 folyamatairdl, €s az adatvédelmi kotelezettségek teljesitésének allasarol;

J) vezeti az Alapitvany adatvédelmi és incidens-nyilvantartasat.

Az adatvédelmi tisztvisel6t be kell vonni valamennyi, személyes adatok kezelését érintd

dontés elokészitésébe; ezért minden szervezeti egység vezetdje felelosséggel tartozik. Az

adatvédelmi tisztviseld részére hozzaférést kell biztositani mindazon informaciékhoz és
adatokhoz, amelyek az adatvédelmi feladatai ellatasahoz sziikségesek.



V. Személyes adatok kezelésének altalanos szabalyai

1. Személyes adatok az Alapitvanynal az alabbi feltételek egyiittes teljesiilése esetén

kezelhetok:
a) az adatkezelés jogalapja az altalanos adatvédelmi rendelet 6. cikk (1) bekezdésének
valamely pontjat teljesiti, igy:
aa) az érintett hozzajarulasat adta személyes adatainak egy vagy tobb konkrét célbol
torténd kezeléséhez;
ab) az adatkezelés olyan szerzddés teljesitéséhez sziikséges, amelyben az érintett az
egyik fél, vagy az a szerz6dés megkotését megeldzden az érintett kérésére torténd
Iépések megtételéhez sziikséges;
ac) az adatkezelés az Alapitvanyra vonatkozé jogi kotelezettség teljesitéséhez
sziikséges;
ad) az adatkezelés az érintett vagy egy masik természetes személy Iétfontossagu
érdekeinek védelme miatt sziikséges;
ae) az adatkezelés kozérdekli vagy az Alapitvanyra ruhazott kdzhatalmi jogositvany
gyakorlasanak keretében végzett feladat végrehajtasahoz sziikséges;
af) az adatkezelés az Alapitvany vagy egy harmadik fél jogos érdekeinek
érvényesitéséhez sziikséges, kivéve, ha ezen érdekekkel szemben elsObbséget
¢lveznek az érintett olyan érdekei vagy alapvetd jogai és szabadsdgai, amelyek
személyes adatok védelmét teszik sziikségessé, kiillondsen, ha az érintett gyermek;
b)az adatkezelés sziikségességét a kuratdriumi elnok jovahagyta;
c)az adatkezelésre vonatkozéan az adatvédelmi kockazatelemzés, és amennyiben
sziikséges, ugy a hatasvizsgalat elkésziilt — ha pedig az adatvédelmi hatasvizsgélat alapjan
az adatkezelés a kockazat mérséklése céljabol tett intézkedések hianyaban is
valésziniisithetéen magas kockazattal jar, gy a NAIH-al valé konzultacio megtortént, és
az adtakezelést a NAIH nem tiltotta meg, illetve az altala eldirt feltételeket az Alapitvany
teljesitette;
d)az adatkezelés az Alapitvany adatvédelmi nyilvantartdsaban rogzitésre keriilt, vagy — az
adatkezelés megkezdését kovetden — haladéktalanul rogzitésre keriil.

2. Kiilonleges adatok kezelése esetén az V.1. pontban irt feltételek teljesitésén tul sziikséges
az is, hogy az adatkezelés megfeleljen az altalanos adatvédelmi rendelet 9. cikk (2)
bekezdésének valamely pontjaban foglaltaknak is.

3. Ha a személyes adatok kezelése az adatgy(ijtés eredeti céljatdl eltérd célbol valik
sziikségessé, ¢és e célok egymassal Osszeegyeztethetok, az adatkezelési miuvelet
elvégzéséhez nem kell 0j jogalapot megjeldlni.

A célok osszeegyeztethetdségérdl valo dontés soran figyelembe kell venni

e aszemélyes adatok gytjtésének koriilményeit,

e az érintett és a Tarsasag kozotti kapesolatot (pl. van-e egyenldtlenség),

e aszemélyes adatok jellegét (kiilonleges adatok-e),

e hogy a tovabbi adatkezelés az érintettre milyen kovetkezménnyel jarna, ¢s

e megfelel6 garanciak allnak-e rendelkezésre (pl. titkositds, alnevesités).
Nem kell kiilon mérlegelni a célok sszeegyeztethetdségét, ha a tovabbi adatkezeléshez az
érintett hozzajarult, vagy ha azt unids vagy nemzeti jog irja el6. A kozérdekt archivalas,
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4,

tudomanyos vagy torténelmi kutatas, vagy statisztikai célbol folytatott tovabbi adatkezelés
jogszerlinek tekinthetd.

Eltérd célbol vald tovabbi adatkezelés megkezdése elétt a célok dsszeegyeztethetdségérdl
val6 dontésrél és a figyelembe vett szempontokrol emlékeztetot kell késziteni; az érintettet
tovabba tajékoztatni kell az eltérd célrdl.

Minden olyan adatkezelés esetén, amelyben az adatkezelés céljat és eszkdzeit nem
kizarélag az Alapitvany hatdrozza meg, gy az adatkezelés tovabbi feltétele, hogy az
Alapitvany a tobbi adatkezeldvel az altalanos adatvédelmi rendelet 26. cikke szerinti
megallapodast megkdsse.

Ha az Alapitvany

a) adatfeldolgozoként jar el, vagy

b) az adatkezelés soran adatfeldolgozot (al-adatfeldolgozot) kivan igénybe venni,

és az adatfeldolgozoi feladatokrol nem — vagy nem teljes kortien — rendelkezik jogszabaly,
az adatfeldolgozoi feladatok ellatasarol szerzddést kell kotni az éltaldnos adatvédelmi
rendelet 28. cikke (3) bekezdése szerinti tartalommal.

VI. Az adatvédelmi hatasvizsgalat

Az adatkezelés elott adatvédelmi hatasvizsgalatot kell késziteni, ha
a) a kockazatelemzés eredménye szerint az adatkezelés valdszinlsithetben magas
kockazattal jar a természetes személyek jogaira €s szabadségaira nézve,
b) az adatkezelés megfelel az altalanos adatvédelmi rendelet 35. cikk (3) bekezdésében irt
feltételeknek, vagy
c¢) az adatkezelés szerepel a NAIH altal az altalanos adatvédelmi rendelet 35. cikk (4)
bekezdés alapjan kiadott jegyzékben.
A kockazatelemzés, illetve adatvédelmi hatasvizsgalat lefolytatdsaba az adatvédelmi
tisztvisel6t be kell vonni, aki szakmai tanacsokkal segiti azok lefolytatasat.
Az adatvédelmi hatasvizsgalat alapjan javaslatot kell tenni kiilondsen
a) az adathoz val6 hozzaférés (pl. személyi, id6beli) korlataira,
b) az adattovabbitas szabalyaira (kinek, milyen célbol, milyen feltételekkel),
¢) az adatkezeléssel Osszefliggésben végrehajtandd egyéb technikai és szervezési
intézkedésekre (pl. az adatot tartalmazo file-ok vagy dokumentumok 6rzési helyének
kijelolésére, az adat tarolasara szolgaldo eszkozok hasznalatdval kapcsolatos
jelszokezelési szabalyokra, a felhasznalasnak az Alapitvany székhelyére valo
korlatozasara, titkositasra stb.).
E javaslatokrol a kuratoriumi elndk a hatasvizsgalati lapok jovahagyasaval dont.
A kuratoriumi elndk altal jovahagyott hatasvizsgalati lapokat elektronikus formaban kell
elmenteni (Z:\MTEA\MTEA KOZOS), amelyekhez a kuratériumi elnok és az adatvédelmi
tisztviseld férhet hozza.
Ha az adatvédelmi hatasvizsgalat megallapitja, hogy az adatkezelés a kockazat mérséklése
céljabol — a VIL3. pont szerinti vagy mas — tervezett intézkedések ellenére
valdszintiisithetoen tovabbra is magas kockazattal jarna az érintettekre nézve, az Alapitvany
koteles elézetes konzultaciot kezdeményezni a NAIH-nal.
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Az ehhez sziikséges kérelmet €s mellékleteit a hatasvizsgalatot lefolytatd adatkezelésért
felelos vezetd ¢és az adatvédelmi tisztviseld kozosen késziti eld. Az eldzetes konzultacid
lefolytatasaig az adatkezelés nem kezdhetd meg.

Ha az Alapitvany adatfeldolgozo, az adatvédelmi hatasvizsgalatot nem kell lefolytatni. Az
adatfeldolgozashoz kapcsolodo adatkezelés hatasvizsgalatanak elvégzése az adatkezeld
felelosségi korébe tartozik. Az Alapitvany koteles egytittmiikkodni az adatkezelovel e
feladatainak ellatasa érdekében.

VII. Az adatvédelmi nyilvantartas

Az adatkezelés és az adatfeldolgozas megkezdését, modositasat és megsziintetését be kell
jelenteni az adatvédelmi tisztviselonek, aki — haladéktalanul — gondoskodik annak
bejegyzésérdl, illetve a valtozasok atvezetésérél az adatvédelmi nyilvantartdsaban. A
nyilvantartast — kérésre — a NAIH rendelkezésére kell bocsatani.

Az adatvédelmi nyilvantartasban szerepld adatkezelések feliilvizsgalatat indokolt esetben,
de legalabb minden év januarjaban el kell végezni. Ennek soran ellendrizni kell az
adatkezelések céljat, a korabban elvégzett érdekmérlegelési teszteket, a kockazatelemzés és
adatvédelmi hatasvizsgalat megallapitasait. Az adatvédelmi nyilvantartas fellilvizsgalatat
az adatvédelmi tisztvisel6 koordindlja. A feliilvizsgalat megtorténtét kovetdéen a
nyilvantartas naprakész adatait be kell mutatni a kuratoriumi elndknek, aki a nyilvantartas
adatait — egyetértése esetén — jovahagyja.

VIII. Az érintettek tajékoztatisa

Az Alapitvany az adatkezelés koriilményeir6l tajékoztatja az érintettet. Ha az Alapitvany
adatfeldolgozo, az adatfeldolgozdi szerzddés eltérd rendelkezésének hianyaban az érintett
tajékoztatasarol az adatkezeld gondoskodik (nem az Alapitvany).
Az érintett tajékoztatasa Kiterjed az alabbiakra:
a) az Alapitvany, mint adatkezel6 (és képviseldjének) kiléte €s elérhetdsége,
b) az adatvédelmi tisztvisel6 elérhetdsége, ha ilyen mikddik az Alapitvanynal,
¢) a személyes adatokat az Alapitvany milyen forrasbol szerezte meg, ha azokat nem
kozvetleniil az érintett bocsatja az Alapitvany rendelkezésére,
d) az adatkezelés tervezett célja és jogalapja (jogos érdeken alapuld adatkezelés esetén a
jogos érdek megnevezése),
e) a személyes adatok kategoriai,
/) a személyes adatok cimzettje, illetve aki szdmara a személyes adat tovabbitasra kertil,
vagy szamara az megismerheto lesz,
g) harmadik orszagba vagy nemzetkozi szervezet részére valé adattovabbitas esetén ennek
ténye, tovabba az adattovabbitas jogszerliségének koriilményelt,
h) a személyes adatok tarolasanak idotartama, vagy ezen iddtartam meghatarozasanak
szempontjai,
i) az érintett joga a hozzaféréshez, az adat helyesbités¢hez és torléséhez, az adatkezelés
korlatozasahoz, az adatkezelés elleni tiltakozashoz, és az adathordozhatosaghoz,
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J) az érintett hozzajarulasan alapulé adatkezelés esetén a hozzdjarulas visszavonasahoz
valé jog (amely nem érinti a visszavonas elott a hozzajarulas alapjan végrehajtott
adatkezelés jogszerliségét), és ennek feltételei,

k) az adat szolgaltatasa szerz6désen vagy jogszabalyon alapul-e, az adat megadasa az adott
szerzodés megkotésének eldfeltétele-e, tovabba, hogy az érintett koteles-e megadni a
személyes adatait, és milyen kovetkezményekkel jar az adatok megadasanak

elmaradasa,
I) profilalkotas esetén az automatizalt dontéshozatal ténye, annak logikdja,
kovetkezményei,

m)a NAIH-hoz panasz benytjtisanak és a birosagi igényérvényesitésének joga.

A tajékoztatast az érintett részére a személyes adatai gytjtésével egyidejiileg kell megadni.
Ha az adatokat az Alapitvany nem az érintett-tdl szerzi meg, a tajékoztatasrol

a) legkésobb 1 honapon beliil,

b) kapesolattartasi célbol szerzett adatok esetén az elsé kapesolatfelvétel alkalmaval,

¢) haaz adatokat harmadik személyekkel is kozlik, akkor az els6 kozléskor
gondoskodni kell.

A tajékoztatast tomor, atlathato, vilagos, kozérthet és konnyen hozzaférhetd formaban kell
nyujtani, amelynek nyelvezetét és formajat a tajékoztato célesoportjara figyelemmel kell
kialakitani.

A tajékoztatast irdsban (elektronikus uton vagy papiron) kell megadni. Az érintett kérésére
kivételesen szobeli tdjékoztatas is nyujthatd (telefonon vagy személyesen); ebben az
esetben a tajékoztatds megtorténtérél — a késébbi igazolhatosag érdekében — irasbeli
emlékeztet6t kell késziteni.

Nem kell tajékoztatdst nyujtani az dltalanos adatvédelmi rendelet 13. cikk (4) bekezdésében
és a 14. cikk (5) bekezdésében irt esetekben. Az adatkezelésért felelds vezetd az
adatkezelési tevékenység megkezdése eldtt felméri, hogy az adatkezelésre vonatkozoan az
Alapitvany koteles-e tajékoztatast nyujtani az érintettek szamara. A tdjékoztatas
elokészitéséhez és teljesitéséhez az adatvédelmi tisztviseld segitséget nyujt.

IX. Az érintetti jogok gyakorlasa
Az érintettet a sajat személyes adataira vonatkozo6 adatkezelések tekintetében megilleti
a) a hozzaféréshez és az adatkezelés részleteire vonatkozo tajékoztatashoz valo jog,
b) a pontatlan vagy hianyos adatok helyesbitéséhez valo jog,
¢) az adat torléséhez valo jog,
d) az adatkezelés korlatozasahoz valo jog,
e¢) az adathordozhatosaghoz vald jog,
/) atiltakozashoz valo jog,
2) a NAIH-nal panasz el6terjesztéséhez valo jog,
h) a birosagi igényérvényesitéshez vald jog.
Az érintettnek a személyes adatok kezelésére vonatkozo, az altalanos adatvédelmi rendelet
13-22. cikkeiben foglalt jogok érvényesitésére iranyulo kérelmei intézésérdl és az érintett
részére szo0l6 valasz elokészitésér6l az adatkezelésért felelos vezetd gondoskodik. A
kérelem kivizsgalasaba az adatvédelmi tisztviseldt be kell vonni, az érintettnek sz616 valasz
tervezetét — jovahagyas elott — be kell mutatni az adatvédelmi tisztviseld részére.
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A szoban vagy telefonon eldterjesztett kérelemrdl az érintett-tol irasbeli megerdsitést kell
kérni. Ha ez nem lehetséges, akkor a kérelemrdl irasbeli emlékeztetot kell késziteni.

A kérelem beérkezésekor meg kell vizsgalni, hogy a kérelmet az érintett nyujtotta-e be. Ha
az Alapitvany rendelkezésére all6 adatok alapjan nem egyértelmi, hogy a kérelem az
érintett természetes személytodl szarmazik (példaul, ha a kérelem addig ismeretlen email-
cimrol érkezik), téle a személyazonossag igazolasahoz tovabbi informaciok kérhetok.
Ennek érdekében a kérelmez6tdl csak olyan adat kérhet6, amely az Alapitvany szamara
elengedhetetlentl sziikséges ¢és alkalmas annak eldontéséhez, hogy a kérelmet az érintett
nyujtotta-e be.

Az érintett kérelmét haladéktalanul érdemben meg kell vizsgalni, ennek soran ellendrizni
kell, hogy az Alapitvany kezeli-e az érintett adatait, azokat adatkezeloként vagy
adatfeldolgozoként kezeli-e, mi az adatkezelés jogalapja, és mi az adatkezelés idétartama.
Az érintett azonositasaig, illetve a kérelemrdl vald dontésig az adatkezelés korlatozasa
elrendelhetd, ha a kérelem az adat pontossagat vitatja.

Az érintettet mihamarabb, de legkésébb 1 hénapon beliil — irdsban, vagy ha a kérelem
elektronikus Gton érkezett, elektronikus iton — tajékoztatni kell

a) a megtett intézkedésekrol, vagy

b) az intézkedések elmaradasanak okairdl (a NAIH-hoz vagy birdésaghoz val6d fordulas

lehetdségérdl szolo tajékoztatassal egytitt).

Ez a hataridé kiilonosen indokolt esetben (figyelemmel a kérelmek szamara, illetve
Osszetettségére) tovabbi 2 honappal meghosszabbithat6; errdl az érintettet legkésdbb az
emlitett 1 honapos hataridében tajékoztatni kell.

Ha a kérelem alapjén az adatkezelést modositani, illetve a személyes adatot tor6lni kell, ugy
errol értesiteni kell az adatvédelmi tisztviselot, aki a valtozasokat haladéktalanul atvezeti az
adatvédelmi nyilvantartasban. A személyes adat mddositasanak és torlésének
megtorténtérol lehetdség szerint valamennyi cimzettet értesiteni kell, akivel azt korabban
kozolték.

Az ¢érintett kérelmeinek intézését dijmentesen kell biztositani. Ha az érintett kérelme
egyértelmiien megalapozatlan vagy — kiilonosen ismétlodo jellege miatt — tulzo, a kért
tajékoztatds vagy intézkedés teljesitésével jar6 adminisztrativ koltségek (pl. személyi
jellegli koltségek, masolat, adathordozo6 koltségei stb.) felszamithatdk, indokolt esetben az
intézkedés megtagadhatd. A kérelem egyértelmiien megalapozatlan vagy talzo jellegének
okairol irasban emlékeztetot kell késziteni.

Ha az Alapitvany adatfeldolgozo, az adatfeldolgozassal kapcsolatban koézvetlentl az
érintettnek nem nyujthat tdjékoztatast, €s az érintetti kérelmeket kdzvetleniil nem intézheti,
kivéve, ha az adatfeldolgozoi szerzddés vagy az adatkezel? irasbeli utasitasa ettol eltéréen
rendelkezik. Ha az érintett az Alapitvanynal terjeszti el6 a kérelmét, ugy az érintett
azonositasat nem kell elvégezni, hanem a kérelmet az adatkezelésért felelos vezetd koteles
haladéktalanul tovabbitani az adatkezeld szamara. Az érintett kérelmérdl és annak
tovabbitasardl az adatvédelmi tisztvisel6t tajékoztatni kell. Az Alapitvany koteles
egylittmikodni az adatkezeldvel az érintett kérelmének intézése soran.
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X. Adatvédelmi incidenssel kapcsolatos eljaras

Aki adatvédelmi incidens megtorténtérol szerez tudomast, azt haladéktalanul koteles jelezni
a kuratériumi elndknek és az adatkezelésért felelés vezetéonek vagy az adatvédelmi
tisztviseldnek.

Az adatkezelésért felelds vezetd - az adatvédelmi tisztviseld bevonasaval - gondoskodik a

személyes adatra vonatkozd incidens Kkivizsgalasarol, az incidenssel kapcsolatos

kockézatok értékelésérél, valamint — sziikség szerint — az incidens NAIH részére valo
bejelentésével és az érintettek tajékoztatdsaval kapesolatos dokumentécio elékészitésérdl.

Az incidens kivizsgalasa soran meg kell hatdrozni azokat a technikai és szervezési

intézkedéseket, amelyek a tovabbi incidensek elkeriilését szolgaljdk. Az incidens

kivizsgalasara iranyul6 eljaras lefolytatasaba az adatvédelmi tisztvisel6t be kell vonni.

Az incidens kivizsgalasanak eredményérol a kuratoriumi elnokot tajékoztatni kell, aki dont

az incidenssel kapcsolatos tovabbi intézkedésekrol.

Ha a kockazatértékelés alapjan az incidens az érintett(ek) jogaira és szabadsagaira nézve

valoszintisithetéen kockazatot jelent, azt haladéktalanul, de legkésébb — az incidens

bekovetkeztétdl vagy az arrdl valo tudomasszerzéstdl szamitott — 72 6ran beliil az éltalanos

adatvédelmi rendelet 33. cikke szerinti tartalommal be kell jelenteni a NAIH-nak. Ha a

bejelentés 72 6ran beliil nem tehetd meg, abban meg kell jeloIni a késedelem okat. Ha ez a

kockazat valészintsithetden magas, a NAIH mellett az érintett(ek)et is értesiteni kell az

altalanos adatvédelmi rendelet 34. cikkében foglaltak szerint.

Az adatvédelmi incidenst az adatvédelmi tisztviseld bevezeti az incidens- nyilvéantartasba.

Az adatvédelmi incidenst akkor is rogziteni kell a nyilvantartasban, ha a NAIH-nak valo6

bejelentése, illetve az érintettek tajékoztatasa azzal kapcsolatban nem indokolt.

6. Az incidens értékelésével kapesolatos dokumentumokat elektronikus formaban kell
elmenteni (Z:\MTEA\MTEA KOZOS), amelyekhez a kuratériumi elndk és az
adatvédelmi tisztviseld férhet hozza.

Ha az adatvédelmi incidens az Alapitvany adatfeldolgozasi feladatainak ellatdsa soran

kovetkezett be, akkor azt — az arrdl vald tudomasszerzést kovetden haladéktalanul — jelezni

kell az adatkezeldnek.

Ebben az esetben az Alapitvanynak az incidens kockazatértékelését nem kell elvégeznie, az

incidenst a NAIH részére nem kell bejelentenie, és arr6l az érintetteket sem kell

tajékoztatnia, mert ezekrél az adatkezel6 gondoskodik. Az Alapitvany koteles
egyiittmikodni az adatkezelGvel ezen feladatainak teljesitése soran.

XI. Az adatkezelés biztonsagira vonatkozo szabalyok

Az adatok elvesztése, megsemmisiilése, karosodasa és az azokhoz vald jogosulatlan
hozzaférés megeldzése és megakadalyozasa érdekében sziikséges biztonsagi intézkedéseket
az adatkezelés (adatfeldolgozas) megkezdése elott — a kockazatelemzés soran — az
adatkezelés jellemzodihez és a személyes adatok jellegéhez mérten kell meghatarozni, és
azokat — az adatokat érint6 incidens bekovetkezésének hianyaban is — rendszeresen feliil
kell vizsgalni.

Az adatvédelmi tisztviselo ellendrzi az adatbiztonsagi eldirasok meglétét és betartasat.
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A személyes adatot tartalmazé papir alapi dokumentum biztonsdganak garantalasa
érdekében elrendelhetd kiilonosen a dokumentumokrol lista készitése, a dokumentumok
eldirt helyen, illetve elzartan tartasa, a dokumentumok felhasznéalasanak bejelentéshez vagy
jovahagyashoz kotése, a dokumentumokhoz hozzaférésre jogosultak korének
meghatarozasa.

Személyes adatot tartalmazo papir alaptit dokumentum csak zart boritékban, vagy
dokumentum-tovabbitasra alkalmas, zart eszkézben tovabbithato.

A munkavallalok €s a tisztségviselok kotelesek az altaluk nyomtatott, fénymasolt személyes
adatokat tartalmazo dokumentumokat a kozos hasznalata (halozati) nyomtatorol és
fénymasolorol haladéktalanul magukhoz venni.

A szamitogépeken végrehajtott adatkezelési miveletek soran a képernyot ugy kell
beallitani, hogy a személyes adatokat csak az arra jogosultak lathassak.

Elektronikus forméban tarolt személyes adatok, vagy személyes adatokat tartalmazé
dokumentumok kizarélag (erds) jelszoval védett szamitégépen, valamint az Alapitvany
altal hasznalt felhd-, és kozos munkavégzést lehetové tevd (jogosultsagkezeléssel
biztositott) szolgaltatasokban kezelhetok.

A kuratdériumi elnok vagy az adatkezelésért felelos vezeto kifejezett utasitdsa hianyaban az
elektronikus formaban tarolt személyes adatok, vagy személyes adatokat tartalmazo
dokumentumok, adatbazisok kiils6 tarhelyre vagy levelezérendszerre torténd tovabbitasa,
illetve mas, harmadik személy altal hozzaférhet6 eszkzokon vald hasznalata, megnyitasa,
tarolasa tilos.

Az adatok visszaallithatosaganak érdekében a személyes adatokat tartalmazo elektronikus
dokumentumokrdl vagy adatbazisokrol rendszeresen biztonsagi mentést kell késziteni. A
biztonsagi mentések (vagy ilyen dokumentumokat, illetve adatbazisokat is tartalmazé
biztonsagi mentések) megfeleld titkositdas mellett is kizardlag olyan kornyezetben
tarolhatok, amelyek magas szinten tdmogatjak az adatkezeléssel kapcsolatos garancidk
megtartasat, valamint nem jelentenek kockazatot az adatok biztonsagara vonatkozoan.

Az adatkezelésért felelos vezetd az Alapitvany munkafolyamatait gy szervezi meg, hogy
személyes adathoz csak olyan munkatars €s csak annyi ideig férhessen hozza, akinek az az
adat a feladatai ellatdsahoz elengedhetetlentil sziikséges.

XII. Az adatok torlése

A személyes adatokat térolni kell, ha

a) az adatkezelésre meghatarozott idotartam eltelt,

b) az adatkezelés célja megvaldsult vagy a cél személyes adatok kezelése nélkiil is
elérhetové valt,

¢) az érintett kéri,

d) adatfeldolgozas esetén arra az adatkezeld az Alapitvanyt irasban utasitja,

¢) arra az Alapitvanyt jogszabaly, birdsagi vagy hatdsagi hatarozat kotelezi.

Az ¢elbzé pontban foglaltaktol eltéréden nem tordlhetd olyan adat, amely az Alapitvany

szerzOdéses vagy jogszabalyi kotelezettségeinek teljesitése érdekében sziikséges lehet,

vagy amely megtartasa az Alapitvany gazdasagi mikodésével osszefiiggésben jogszabaly

alapjan kotelezo.
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Az adatok torléséhez el6zetesen be kell szerezni a kuratoriumi elnok vagy az adatkezelésért
felelés vezetd jovahagyasat. Ez nem vonatkozik azokra az automatizalt adattorlésekre,
amelyek elektronikus adatbézisokat vagy dokumentumokat érintenek, €s amelyekkel
kapcsolatban a térlési rutinokat a kuratériumi elndk vagy az adatkezelésért felelos vezetod
elozetesen jovahagyta.

Ha az V.1 pont ac) vagy ae) alpontjiban irt jogalapon folyatott kotelezé adatkezelés
idétartamara vagy sziikségességének rendszeres feliilvizsgalatara nincs el6iréas (térvényben,
onkormanyzati rendeletben, uniés jogban), akkor — az adatkezelés megkezdésétol szamitott
— legalabb 3 évente feliil kell vizsgalni, hogy az adott személyes adat az adatkezelés
céljanak megvalosulasihoz sziikséges-e vagy annak torlésérdl kell gondoskodni. A
feliilvizsgalat elvégzésérdl jegyzokonyvet kell késziteni, amelynek tartalmaznia kell az
adatkezelés tovabbi sziikségességét alatimaszto indokokat. A jegyzokonyvet 10 évig meg
kell 6rizni, és kérésre a NAIH rendelkezésére kell bocsatani.

A személyes adatok torlése sordn gy kell eljarni, hogy a torolt adat a tovabbiakban ne
legyen megismerhetd és visszadllithato. Ennek érdekében a személyes adatot tartalmazo

a) papir alapi dokumentumot teljes egészében meg kell semmisiteni (pl.
iratmegsemmisitével), vagy ha ez nem indokolt, a konkrét személyes adatot kell
olvashatatlanna tenni;

b) elektronikus dokumentumot teljes egészében tordlni kell, vagy ha az nem indokolt,
abbol a konkrét személyes adatot kell eltavolitani Ggy, hogy a dokumentum eredeti,
személyes adatot is tartalmaz6 valtozata ne legyen helyreéllithato.

A személyes adatok torlését valamennyi elektronikus dokumentumban végre kell hajtani,
igy azokat a biztonsagi mentésekbdl is tordlni kell, vagy olyan visszaallitasi protokollt kell
biztositani, amely a kérdéses file-okat nem allitja vissza, és a biztonsagi masolatok tartalmat
nem teszi elérhetévé. A papir alapti dokumentumrdl készitett elektronikus masolatokat az
0j, torolt adatot nem tartalmazo masolattal kell helyettesiteni.

A torlés megfeleldségéért az adat torlését végrehajté munkatérs felelos.

XIII. Egyes adatkezelésekre vonatkozo kiilonos szabalyok
XII1.1) Onéletrajzok, dlldaspalydzatok megdrzése

Az Alapitvany allashirdetésére érkezett onéletrajzok és egyéb dokumentumok személyes
adatait, valamint az allds betltésével kapcsolatos dontés érdekében az Alapitvanynal
keletkezett személyes adatokat a meghirdetett allas betdltése esetén a probaidd leteltét
kovetd 7 napon beliil tordlni kell. Ha a meghirdetett munkakort nem sikeriilt betdlteni, az
emlitett adatokat a palyazat beérkezésétol szamitott 90 napon beliil tordlni kell.

Az el6z6 pontban foglaltaktol eltéréen nem kell torolni az allaspalydzatokat, ha a
megtartashoz a palyazo kifejezett, egyértelmi és onkéntes nyilatkozataval hozzajarul annak
érdekében, hogy a palyazata tovabbi munkakorokre valo jelentkezésként figyelembe vételre
keriiljon. A palyazo hozzajarulasat a torlési hataridé leteltét megel6zden kell beszerezni. A
palyéazatok adatai azonban legkésébb az Alapitvanyhoz érkezéstol szamitott 1 év elteltével
ebben az esetben is torlésre kertilnek.
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XI1I1.2) Alapitvanyi eszkozok haszndlatanak ellendrzése

Az Alapitvany tulajdonaban all6 eszkozokon (ktlondsen szamitogép, pendrive stb.) tilos
magancélu személyes adatot tarolni, illetve azokat véglegesen tordlni kell legkés6bb akkor,
amikor az eszkozoket az Alapitvany részére visszaszolgaltatjak.
A munkavégzés céljara biztositott szamitogépek, notebookok stb. magancéli hasznalatat —
beleértve a munkavallalok internethasznalatat is — az Alapitvany akkor ellendrizheti, ha
azokkal kapcsolatban gyanu mertil fel

a) jogsértd tartalom kezelésére,

b) adatvédelmi incidens megtorténtére,

¢) az eszkoz karosodasat eredményez6 vagy azt kockaztato hasznalatra.
Az ellendrzést az adatkezelésért felelos vezetd vagy a kuratérium elndke altal kijelolt
személy végzi el. Az ellendrzésen az eszkozt hasznaldé munkavallalé részt vehet, 6t az
ellenérzés megkezdése elott tajékoztatni kell az ellenérzés okarol. Az Alapitvany a
munkavallalo személyes adatait csak annyiban ismerheti meg, amennyiben az a fenti
célokkal Osszefliggésben kozvetlenlil ¢és feltétleniil sziikséges. Az ellendrzésrol
jegyzokonyvet kell késziteni.

XIV. Egyéb rendelkezések

Akinek a munkdja soran személyes adat kezelésével kapcsolatos kérdés meriil fel, igy

példaul bizonytalan az adatkezelést vagy egy adat személyes adatnak mindsiilését illetden,

valamint ha az adatkezelési szabalyok megsértését észleli, annak tisztazasa érdekében

haladéktalanul koteles megkeresni az adatkezelésért felelos vezetét vagy az adatvédelmi

tisztviselot, aki a jelzés alapjan megteszi a sziikséges intézkedéseket a biztonsagos, az

érintettek jogait és szabadsagait biztosité adatkezelés feltételeinek kialakitasa érdekében.

Az adatkezeléssel kapcsolatos nyilatkozatokat ¢s utasitdsokat irasban kell megtenni. Ha az

eset 0sszes kortilményére tekintettel siirgds szobeli kozlés indokolt, tgy azt utobb, a kozlés

szobeliségére okot ado koriilmény elmulasat kovetden haladéktalanul irasba kell foglalni.

Az e-mailben, smsben és egyéb lizenetkiild6 alkalmazasban, illetve szolgaltatassal tortént

kozlés az Alapitvanyon beliil irdasbelinek mindsil, ha az a sziikséges ideig

visszakOvethetden valtozatlan forméban rendelkezésre 4ll.

Az adatvédelemmel kapcsolatos miikodés soran mindenkor a legteljesebb mértékben

torekedni kell arra, hogy a jelen Szabalyzatnak és a jogszabalyi elvarasoknak vald

megfelelés igazolhato legyen, amely vonatkozik kiilonosen:

a) az érintett adatkezeléshez tortént hozzajarulasara,

b) a jogos érdek alapjan torténé adatkezelés érdekmérlegelési tesztjének elvégzésére,

¢) az ¢rintett panaszaira ¢és kérelmeire, kiilondsen az adatkezelés részleteihez valo
hozzaférésre, az egyes adatok torlésére, helyesbitésére, tovabbitasara, illetve az
adatkezelés korlatozasara, vagy azzal kapcsolatos tiltakozasara iranyuld kérelmeinek
intézésére,

d) az adatvédelmi incidensekrdl sz6l10 Erintetti értesitésre,

e) az adatvédelmi és incidens-nyilvantartasra,

/) adatfeldolgozoi tevékenységre vonatkozo adatkezel6i utasitasra.
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Ezekben az esetekben az irasbeli (vagy annak mindsiil6) forma siirgds esetekben sem
mellézheto.

4. Harmadik személyektél nem fogadhato el a teljesités, ha az olyan személyes adatot
tartalmaz, melynek jogszer(i kezelhetdsége az Alapitvany szamara nem biztositott. Ezen
rendelkezést a harmadik személyekkel kotott szerzodéses megallapodasban rogziteni kell.

5. A jelen Szabalyzatot sziikség esetén, de legalabb kétévente feliil kell vizsgalni.

6. A jelen Szabalyzat a kiadasanak napjan Iép hatalyba. Jelen Szabalyzatot a kuratorium a
44/2021. (12.03.) szamu hatarozataval fogadta el.

Budapest, 2021. december ho 3. napjan
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